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Watch the replay video of the webinar through:

https://youtu.be/Gacc5lybK |




Welcome

Stephan Corvers
CEO & Founder

Corvers Procurement Services BV



Introduction & Agenda




House rules

It is possible to ask The recording of the webinar
questions in the private will be made available on the
chat EAFIP website

In case there are technical

The list of p.articipants will e problems, the session will
not be disseminated | be recorded and published




AGENDA

TIME (CET)

10:00 - 10:05

TOPIC

Registration to the platform

SPEAKER/PARTICIPANTS

Participants can ensure that the platform’s
functionalities are working fine

10:05- 10:10 Welcome & Introduction Stephan Corvers
Agenda European Assistance For Innovation Procurement
CEO — Corvers Procurement Services
10:10- 10:40 Factors hindering and enabling uptake of EU-funded Giannis Skiadaresis
Security research: how innovation procurement can work DG Home - European Commission
as catalyst for innovation Area Coordinator for Strengthening Security
Research and Innovation (SSRI)
10:40 - 11:10 SHIELD4CROWD : Preparing the grounds for a PCP in the André Druet
security domain SNCEF,
Methodology for the definition and assessment of needs Coordinator of SHIELDACROWD CSA
based on threat scenarios and use cases scoring.
11:10-11:40 PREVENT-PCP : Exploring the potential of Venture Capital Maria Kampa

11:40 - 11:55

11:55-12:00

White Paper and methodology implemented with PCP
contractors.

Discussions and Q&A

Conclusions & closure

Corvers Procurement 5ervices,
Partner of PREVENT-PCP

Stephan Corvers
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“Factors influencing the uptake of EU-funded security
research and innovation outcomes”

EAFIP Webinar on “HOW INNOVATION PROCUREMENT CAN WORK AS A CATALYST

OF SECURITY RESEARCH OUTCOMES” = a8
Giannis Skiadaresis
Thursday, 14 December 2023 SSRI Area Coordinator

DG HOME - Innovation and Security Research
European Commission




EU-funded Security Research: Then and now

“Invest in knowledge
and develop further
technologies in order
fo protect our
citizens”

“Enhancement of the
European industrial

potential in the field
of Security Research”

"understanding,
detecting, preventing,
deterring, preparing
and protecting against
security threats"”

European
Commission



EU-funded Security Research: Then and now

"EU-funded
security research
“Research and .
" e is a ke
innovation is 17" -l "6-”” o . ] instrum }ftt
EU wssential i the KU Security research is one of Secynty s ent to
Agenda on o ok " Union the building Union drive technology
Security Is o keep up-to- Progress blocks of the Strategy and knowledge
date with evolving Report Security Union in support of
security needs” security
solutions"
"Ensuring that EU- l \
financed security Enhancing
research targets the security

through
research

needs of security

practitioners and
develops solutions to
forthcoming security

challenges [...]."

"Civil Security for Horizon

Society " Cluster 3 Europe
and

innovation

m European
Commission



Addressing civil security innovation in the EU

Study
on EU
Security

Study on Market Capability

Uptake ~ Development Standards
Factors

Knowledge

EU
Security
R&I

Funding N_eV\;Stchh
in :

BMVI,
CCEl

Users in
R&I
EU projects

Innovation
Hub on
Internal
Security

Synergies
TRL with other
Funds
3/4 to 7/8 ToRs
with
Frontex, ! curopean
eu-LISA ~ Commission




HE CLUSTER 3: Civil Security for Society

« Awork programme structured in 6 destinations

/ FIGHTING \

CRIME AND

TERRORISM

/

BORDER
MANAGEMENT
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RESILIENT
INFRASTR.
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DISASTER
RESILIENT
SOCIETIES

Supporting EU policy priorities

(STRENGTHENED)

SECURITY R&l

€

\ {

Meeting Capability requirements and End-User oriented

Ensuring ethical outcomes that are supported by society

Exploiting synergies and creating market opportunities

INCREASED

. CYBERSECURITY |

European
Commission



A more impactful Security R&l investment

» Security policy priorities will need modern capabilities enabled by innovative technology

* Investment in alignment with such priorities
« Ensure that there is capacity to produce wmws Innovation Uptake

« Ensure that there is capacity and willingness to buy

» Factors inherent to the Civil Security Market hinder innovation uptake

FRAGMENTATION
PROGRAMMING MARKETVISIBILITY
SYNERGIES CULTURAL BARRIERS =a=(verall impact PC (%)
== Qverall impact NoP (%)
ECONOMIC INDUSTRY DYNAMICS
ETHICAL, LEGAL, SOCIETAL ANALYTICAL FRAMEWORK

*Analysis based on consultation with H2020 PC and H2020 Networks of Practitioners on what are the factors with a higher interest on Innovation uptake (2020).

Graph shows values from 0 (not relevant) to 1 (highly relevant)

European
Commission



Decision-making guidance

Defining key
factors and
Indicators at the
contextual and
project levels
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Hindering & Enabling factors®

Protection and clarity of IP rights Funding mechanisms

Communication & dissemination of
information

Quality of information flows &
sharing

Market fragmentation Procurement mechanisms

Insufficient output maturity for

uptake End-user involvement

Lack of foresight & evolving end user

: Partnerships & collaboration
requirements

Challenges associated with public
acceptance

Testing & demonstrations

Challenges of an institutional
market

m European
Commission

*Findings from the Study on Factors Influencing the Uptake of EU-Funded Security Research Outcomes



Meeting Capability Requirements

« R&I activity focusing on the final use of the generated knowledge and
innovative technologies

» Capabilities expressed in terms of THREATS and NEEDS
» Non-prescriptive in terms of technologies, except when:

» Technology itself can be a source of threat or a cannel for its propagation;
» There is a push at programme level for the development of strategic technologies;

» There is a need to give continuity to previous research on one technology that proved
effective to address a particular need.

m European
Commission



Innovation Procurement

» PCP projects contribute to overcoming barriers to innovation uptake in civil security

» Atwo-stage approach for the implementation of PCP for security

CSA PCP
[Year X] | [year X+2]
' R&D / Pre-commercial Procurement (PCP)
2
P re pa ratory Phase 1 r Phase 2 ."' Phase 3
AC t i O n Solution design Prototype development grzidgitr;asltiizvgkolpi}rrnniisé
lume of 1* test
Supplier A ' ;(r)oltjjrl?;g/servisss
| Supplier B /'| Ll \\ Supplier B ssss Informed
Supplier ¢ == | Swppler € T Procurement
cupler e | SLPPUEFD oot [ SpRrD fsse Decision
upplier D | e
SSRI-1-1.2023 SSRI-1-1.2024
To be continued Continuation of prep-action S
with PCP action in WP 2025 in WP 2022 | [



Innovation Procurement (PCP/PPI)

' Public Procurement of

R&D / Pre-commercial Procurement (PCP) Innovative Solutions (PPI)
e Q )
Phase 1 r Phase 2 Phase 3 Phase 4
Solution design Prototype development Original development Deployment of commercial
and testing of limited volumes of end-products
volume of 1* test Wide diffusion of newly
Supplier A products services developed solutions
: ==~ Supplier B
SU[J[JIIE'T' B - \ SLIIJ[JH'EI' B trunnss llllllb— SLII]‘I}“EI'{SJ
: e SUpplier C : A,B,CD
SUDDIEETC - H SUleiEr D Illll-llllll' and/or X
P Supplier D _ T -
Supplier D + possibly purchase of -
= resulting solutions

PCP falls outside WTO GPA and EU public procurement directives (COM(2007)799 & SEC(2007)1668)
PPI uses procurement procedures defined in EU public procurement directives and national law |
m European

Commission



Impacts achieved EU funded PCPs

Boosting business opportunities for SMEs and startups
* Awards 70% instead of usual 30% of contracts to SMEs and startups
Boosts their international growth (20 X more contracts awarded cross-border)

Doubles commercialisation success rate (>50% companies increased their revenues/grew their company)

Helps create strategic partnership with larger companies, acquire new companies or enter the stock market

Helps startups/SMEs obtain financial investments > 4 times the amount invested in the pre-commercial procurements

More efficient, higher quality solutions solving real-life problems

* 20%-30% of quality and efficiency improvements in public services.

 Startups/SMEs really changed the life of citizens, public administrations and other businesses with their innovations
Contributes to roll-out of more interoperable solutions / uptake of standards

* 40% of innovation procurements are done to obtain more interoperable solutions

Reinforces strategic autonomy through ‘made in Europe’ solutions
* Procurements of R&D and deployment of first batch of tested solutions can be limited to EU (controlled) companies
and require large part of R&D and later commercialisation to take place in EU -> new EU lead markets

Corrmbssto |
Commission

More info on impacts achieved here



Accelerating uptake through open proposals for
advanced SME innovation

Expected Outcomes of the topic 2023-SSRI-01-02:

Development of a mature technological solution addressing EU security policy priorities

Facilitated access to civil security market for small and medium innovators (SMESs)

Improved cooperation between public buyers and small supply market actors for a
swifter uptake of innovation;

Stronger partnerships between SMEs, EU security industry and technology actors to
ensure the sustainability of the EU innovation capacity in the civil security domain

m European
Commission



EACTDA Model ryp—

EUROPEAN ANTI-CYBERCRIME TECHNOLOGY DEVELOPMENT ASSOCIATION (EACTDA)
Key Activities:

1.Create and develop technological solutions for their operational use by LEAs
2.Establish and maintain connections with relevant EU Agents in the fight against crime.

3.ldentify the needs for technological solutions, establish development priorities and set
a roadmap for the development of those technological solutions.

4.Create and maintain a repository of technological solutions.

5.Monitor R&D&I European projects and reach collaboration frameworks that enable the
knowledge of new developments made by those projects.

European |
Commission




Capability-Based Uptake for civil security R&

4 )
* EBCG Capability
Roadmap

» National or EU
Capability need
assessments for
LEAs etc

\ Capability Based
Approach

e CiVil Security R&l

» Horizon CI.3 / H2020
SC7 / FP7 SEC

* RIA> IA> PCP/PPI

* National R&I| Funds
and Instruments

- Y,

-
e EIC / SME Inst

~

» Public or private
capital or grants
to innovators

Support to supply-

driven innovation
for civil security

* EU thematic and

» National procurement

Integration, testing,
procurement,

deployment,
training...

structural funds
DIGITAL, ERDF,
RescUE, TSI, OLAF, ...

strategies and funding

Support to demand-

driven innovation for
civil security

EU Home Affairs
Funds
National funding

/

)

\_° Private market Y,
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W/ SHIELDACROWD:
Preparing the grounds for a PCP in the

security domain

Methodology for the definition and assessment of needs
based on threat scenarios and use cases scoring

André Druet

SNCF
Coordinator of SHIELD4CROWD CSA
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Preparing the grounds for a PCP in the security domain
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RAIL SECURITY DIR

Agenda

1. Project overview

2. Method implementation and first results
3. PCP — Example of the PREVENT project
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135210

SHIELDACROWD

Setting Baseline for a PCP Heightening Innovation
Procurements in the European Security Ecosystem
and Leveraging Synergies Through Dissemination
Activities for Crowd Management.

SHIELD4ACROWD connects security practitioners across
Europe to identify the common vulnerabilities posing risks
to the protection of public spaces. Through an iterafive
process, the project will prioritise the pertinent challenges
and threats, establishing the technology gaps and
assessing the market ecosystem in each area.

The outcome will be identifying the critical threat and
preparing an environment that allows contributors to
complete a future pre-commercial procurement.

n This project has received funding from the European Union's Horizon Europe research and innovation programme under grant agreement No101121171 10



1. Project overview ok
Shield4Crowd stakeholders L

Project Project
UOGs members members UOGs
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- This project has received funding from the European Union's Horizon Europe research and innovation programme under grant agreement No101121171 @



1. Project overview
Workplan

Dissemination, exploitation and communication

WP 1 & WPé6 continuously interacting with other WPs over the project lifetime

UOG establishec
& dissemination
plan defined

Setting up o
: UOoG Animation of UOG

Security Security 3 common 1 final security
Practices use cas’:s use cases use case
Analysis elabora cion elaboration elaboration

1 final security

Project Group of use case Project Closure
Kick-off potential buyers validated & PCP content
consolidated First SOTA

Technology

Analysis Analysis

10 security
use cases
elaborated
OMC
completion

Business case PCP preparation
and value and tendering

Physical OMC +
3 online OMC in
3 différent EU countries

calculation documentation

- This project has received funding from the European Union's Horizon Europe research and innovation programme under grant agreement No101121171



1. Project '
. Project overview

MAIN DATES 7-8/09: GA & 10fo 12/10 GA & “10 use % TBD: 3 common use % TBD: GA & “1 use case * TBD
% 2/08 Kick-off “security processes” cases” workshop (in Slovakia)gzm cases convergence convergence” workshop GA & project closure
meeting fek-o workshop (in France) Il I workshop (in Poland) e B K(in Italy)

T1.1 SHIELD4ACROWD coordination and quality assurance / T1.2 Collaboration governance model, supporting platform deployment and management / T1.3 Security aspects management

T2.1 Setting up the User Observatory Group

T2.2 Coordinating the interactions within the User Observatory Group / T2.3 Consolidation and commitment of the group of Potential Buyers

T3.1 Security process in Public Spaces

T3.3 Refining into 3 common use cases T3.4 Consolidating 1 final common use case
Infrastructures

T3.2 Elaboration of 10 common uses cases
T4.4 Screening of cross cutting issues and mitigating measures
T4.1 Identification of technologies based on identified gaps T4.2 Mapping of solutions

T4.3 State-of-the-art analysis

T5.1 Training on shared innovation procurement

T5.2 Open market consultations and e-Pitching sessions

T5.3 Business case value calculations / T15.4
Procurement strategy and preparation of the PCP
documentation

T6.1 Dissemination campaigns and awareness raising / T6.2 IPR Management / T6.3 Market analysis, business model, exploitation and market update

WP4 : Technology analysis (legal, societal, ethical and

WP1: Coordination /Project Management . . .
environmental considerations)

* Online meeting

. . WP2 : End users group set up and outreach WPS5 : Pre-commercial procurement preparation
* Physical meeting S 4 P prep

CAPTION

n WP3: Common security threats and needs mapping WP6 : Dissemination, exploitation and communication ] 3



1. Project overview

August 23 (M1) |September 23 (M2)| October 23 (M3) |November 23 (M4)|December 23 (M5)| January 24 (M6) | February 24 (M7) March 24 (M8) April 24 (M9) May 24 (M10) June 24 (M11) July 24 (M12)

MAIN DATES 7-8/09: GA & 10to 12/10 GA & “10 use * TBD: 3 common use * TBD: GA & “1 use case * TBD
* 2/08 Kick-off >Scurify processes” cases” workshop (in Slovakia) gm cases convergence convergence” workshop GA & project closure
mee/ﬁng ECRO workshop (in France) ] I

workshop (in Poland) ymm I I (inItaly)

T2.1 Setiing up the User Observatory Group

T2.2 Coordinating the interactions within the User Observatory Group / T2.3 Consolidafion and commitment of the group of Potentfial Buyers

| T3.1 _| Security processes and practicés in Public Spaces regarding threats and vulnerabilities analysis

D3.1 - Comparative table oi the current processes and practices

T3.2 Elaboration of 10 common security use cases D3.2 - 10 common security use cases

It
m
cE

3.3 Refining into 3 common security use cases| D3.3 - 3 common security use cases
T4.1 Idenfification of technologies based 13.4 Consolidatling 1 final common securily use case |
on identified gaps
SAFE

D3.4 - 1 common security use case
T4.2 Mapping of solutions

T4.3 State-of-the-art analysis

T4.4 Screening of cross cutling issues and mifigaling measures

* Online meeting WP2 : End users group set up and outreach WP4 : Technology analysis (legal, societal,

ethical and environmental considerations)
* Physical meeting

@@ Dpeliverables

CAPTION

WP3 : Common security threats and needs 14
mapping
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Agenda

1. Project overview

2. Method implementation and first results
3. PCP — Example of the PREVENT project
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2. Method implementation and first results

@ Threat mapping (ws#1)

= Common threats related to crowd management in »  Maincommon components of existing crowd
European citiesenvironmentto be assessed in the management processes used by security practitioners
project were identified. involvedin the project through the steps shown below

= Common situations regarding crowd management were identified and described.
stakes to tackle were illustrated. = Allrelated strengths, weaknesses/vulnerabilities,

= Topics (threats, vulnerabilities, needs, etc.) to address technological needs, and legal constraints regarding all
through SHIELDACROWD were prioritized. the steps of a security event, from preventionto resolution

and post-investigation were identified.

— This deliverable aims to provide a list of threats and vulnerabilities related to crowd management stakes in European Union cities built and

shared by the security practitioners involved in SHIEDL4ACROWD (France, Spain, Slovakia, Poland, Switzerland) either from the consortium or
All the results are

the basis of the

from the UOG members

Deliverable It also proposes the main common components of security processes and practices, identified through 5 generic scenarios related to the
related to the top priority threats on crowd management, and following the steps of a security event: Prevent, Detect/Alert, Assess/Follow, Resolve, Post-
investigate

As aresult, based on the identified component of the security processes, strengths and weaknesses are pointed out in this report, and some

new technologies that could possibly help to tackle the weaknesses, as well as the potential linked legal constraints are also proposed.

n This project has received funding from the European Union's Horizon Europe research and innovation programme under grant agreement No101121171 16



2. Method implementation and first results

|dentified Threafts
LT\A TOP 5 priority threats
Medium priority
threats @

L\

1. Crowd panic Low priority threats

2. Urbanriot
1. Strikes
3. Bomb alert

2. Cyber-attack

1. CBRN Attack

4. Attack by UAV/UGV

3. Terrorist attack

5. Climate event 2. Fire

3. Infra. damage

4. Violent protests

- This project has received funding from the European Union's Horizon Europe research and innovation programme under grant agreement No101121171




2. Method implementation and first results

COMMON STRENGTHS

The building or area management are being
improvedincreasingly.

The coordination between the involved actors is
generally already set up and many Operational
Coordination Centre exist.

The mitigation capabilities - such as closing the
station, stopping the train operations, etc. - are
clearly defined in the existing security processes.

Many sensors, especially CCTV cameras, are
already used for crowd management stakes.

¥

The communication towards the people
involved in a crowd panic movement is
very difficult to manage.

The management of the information
spreading in the media and social networks
is also difficult to control.

Spontaneous or undeclared demonstrations
can happen and are difficult to predict.

Evenif sensors and detectors are part of the
strengths, more of those could be helpful to
improve the crowd management process
and the detection of specific threats.

n This project has received funding from the European Union's Horizon Europe research and innovation programme under grant agreement No101121171 18



TO PREVENT

2. Method implementation and first results m

Access to information

used/shared by all partners, to

Fastest possible means of TO ASSESS/FOLLOW conduct analyses. Thisinformation
identifying crowd activities using could consequently be used as a
sensors, GPS data from phones, % learning tool in the "prevent”

etfc... phase within the Al model

Digital twin of the environment
combined with an Al solution
which will allow torapidly visualize
and anticipate the potential

crowd movements through

simulations

!
! t
Exchange of information between
Q all actors, and therefore the Yy =
potential creation of a temporary
joint Operational Coordination

TO DETECT/ALERT Centre physical/virtual, with strong TO INVESTIGATE

interoperability capacity

n This project has received funding from the European Union's Horizon Europe research and innovation programme under grant agreement No101121171 19



Saint-Denis RER B
station, Paris France

o Football fan arrives at a designated train
station near the stadium, where police
and security personnel are prepared fo
welcome and escort them.

Despite ongoing disorders, the football game
is dllowed. The police disperse the
o froublemakers and restore order at the
stafion. The PTO and the LEAs are planning
reinforcements to ensure the return of the
supporters.
Investigations are being opened info the
series of events.
Safety protocols for future events are being
reassessed and improved.

Saint-Denis RER B
station, Paris France

News breaks out that activist protest are
occurring in the amival station near the
stadium, disrupting the frain operation by
occupying fracks and station.

Fans scramble fo find alternative routes
and fransportation.

In the absence of effective law
enforcement, fans form self-defense
groups, while others disperse, attempting
fo reach the stadium.

Medical emergency services are called fo
assist some wounded people.

Tensions  persist,  with  several fans
unaccounted for. Authorities urgently
work to regain control

2. Method implementation and first results

Scenario of a Public disorder due to an activist protest during a major sport event

Saint-Denis RER D
station, Paris France

Fans copt for an alternative train fo a
different stafion. Law enforcement and
security are unprepared for their arrival.
Supporters arrive at the unfamiliar station.
They are met with a lack of signage and
security, leaving them anxious, disoriented
and vulnerable to potential threats.

Troublemakers exploit the situation,
froubling supporters by harassing and
confronting them. Some fights start.
Simultaneocusly, attempts to enfer in the
stadium without tickets increase.

More fans arrive, chaos escalates due to
the absence of security,.

- L) 28/05 8:00 (PM) . L) 28/05 6:30 (PM)

o . L) 28/05 10:00 (PM)

RER B, Paris, France

o

Stade de France, Stade de France,
Paris, France Paris, France

- This project has received funding from the European Union's Horizon Europe research and innovation programme under grant agreement No101121171



Threat

Spontaneous activistsmovement

Crowd movement and unexpected flow of people
Crowd Panic following froublemakers harassment
Riots

Starting and ending points

Starting point: In the public transport station
Ending point: In the stadium

Victims & casualties

Dozen of victims

Disruption of the public area

Public endangering

Health consequences and casualties

@ Type of target

« The public transport stationis targeted first
« Groups of supporters are than tfargeted by
froublemakers

2. Method implementation and first results
10 common security use cases — scenarios example (in progress)

Scenario of a Public disorder due to an activist protest during a major sport event

Event & location a

The concerned event is supposed to happen in a
stadium, but the disruption of related Public Transport
by an activistsmovement impact the crganization.
The scenario takes place in Public Transport and in
the surrounding of the station and the stadium.

Main component of
the event

Unattended demonstration by activists
Lass of information for the people
Unexpected crowd to manage

Riots / fighting

Potential fire and weapons usage
Potential crowd panic

.

\,
. g
\‘

« Time of the day: Evening
« Time of the vear [summer / winter]: Any

Response Difficulty 0

. Difficult

Flow management (change of arrivalstation)
Coordination of different security actors + firefighters
Potential crowd panic to anticipate

Deescalate the situation as fast as possible

- This project has received funding from the European Union's Horizon Europe research and innovation programme under grant agreement No101121171



Agenda

1. Project overview
2. Method implementation and first results

3. PCP - Example of the PREVENT project
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3. PCP - Example of the PREVENT project

» To define the needs for security in public transport with regard to terrorist threats

» To conduct a comprehensive gap analysis of existing processes and solutions

« To benchmark technological solufions

» To evaluate the effectiveness of new solutions and carry out an economic analysis

Objectives

« Torespond to the common challenge identified as part of the PREVENT project : being able to automatically
detect an unattended item and immediately find the owner(s)

» Thissolutionshould be able to be infegrated info a more global incident and/or crisismanagement system

» This project willbe part of a Pre-Commercial Procurement (PCP) process

— PCP : HOW DOES IT WORK ? BUDGET
Global budget of 13,3 M€

R&D / Pre-commercial Procurement (PCP) B

Innovative Solutions (PPI)
e Q @
Phase 0 Phase 1 T - Phase 3 Phase 4
i 0 4 Lt i) SRS i) [EARRG X
Curiosity Solution design Prototype development Original development Deployment of commercial
Driven and testing of limited volumes of end-products
Research volume of 1* test Wide diffusion of newly
Supplier A products/services developed solutions
z == Supplier B
SUDD[lEr B S lier C \ SUD{J”ET B Illllllllllll> Supplier(s)
- e upplier A.B,C.D
Supplier C . -H Supplier D Illllllllllll> and/or X )
Supplier > | SuPRllerD m Solutions development
m Partner project costs

- This project has received funding from the European Union's Horizon Europe research and innovation programme under grant agreement No101121171 23


https://vimeo.com/436910503

3. PCP - Example of the PREVENT project i
Stakeholders '

- BELGIQUE l | —

— FRANCE I Ii

REGION 'WP

~ PAYS-BAS =
_ I

sU r '\7

~ ESPAGNE . ol
oy

g ‘
o= ¥
A . «de Barcelona

$panishNational

Police

‘i‘ || |F gwg.\itm untcataiunyu
FGC ALK gitvenor

Ferrocarrils

;'o'o'c; Start : 1 September 2021
SCSUI CORVERS X672} + End:31 August 2024
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@SH PLATFORN
FOR HOMELAND SECURIT MORATEX

r

il

- ( -~ GRECEIE= /

- e N 2
porTuGAL [Ell ISR - v 5 )

* 21 organizations

/?'oh « 8 countries
POLOGNE E Q‘,‘/J

10 public buyers

iy
L=

Metropolitano de Lisboa
ENGINEERING ASSTRA" “AMTGenova

IH T
|7 ; renneviEnene

- This project has received funding from the European Union's Horizon Europe research and innovation programme under grant agreement No101121171



Thank you for your attention!

@ & preventpcp

André DRUET
+33 665 825 27
ext.andre.druet@sncf.fr

Céline LOR
+33 649 842 095
celine.lor@sncf.fr

Armand RAUDIN

+33 661 449 912
armand.raudin@sncf.fr
Main contact

contaci@prevent-pcp.eu

www.prevent-pcp.eu

www.lwitter.com/PreventH2020

www.linkedin.com/company/prevent-pcp

SHIELD
) 4CROWD

contaci@shield4crowd.eu

www.shield4crowd.eu
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1. Introduction to
Innovation Procurement and VC




ece @ preventpcp
VC definition

VC stands for "Venture Capital." It is a form of private equity financing that investors provide to

startups and small businesses with high growth potential. Venture capitalists are individuals or
firms that invest money in these early-stage companies in exchange for an ownership stake.

* Venture capital can take various forms depending on the investment focus, stage, and
industry preferences of the venture capital firm.

* Types of VC include:
— Corporate Venture Capital
— Private Venture Capital
— Public Venture Capital
— Angel Investors

— Stage-Specific Venture Capital

— Industry-Specific Venture Capital
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Innovation Procurement happens when public buyers acquire the development or deployment of
pioneering innovative solutions to address specific mid-to-long term public sector needs.

TRLs and Public Procurement of Innovation

Public Procurement of b Curiosity-driven
Innovative Solutions (PPI) J Research

i : _ Productidea [ == ="t rer et s resanssnes
Phase 0 é Phase 1 T Phase 2 Phase 3 @ Phase 4 g

R&D / Pre-commercial Procurement (PCP)

comme pr

Curiosity Solution design Prototype development Original development Deployment of commercial 'TRL 3 - Experime ipfo' Uf e s =
Driven and testing of limited volumes of end-products RL 3~ Experimental proof of concept. solution |
Research volume of 1% test Wide diffusion of newly Design
: e ‘ - products/services developed solutions TRI.4-TechnoIogyvaIidated inlab
c - y Supplier B ) ) . i Prototyping
Suppliers =% ; T~ Supplier B sssssdesssnss e Supplier(s) TRL 5 - Technology validated in relevant
" Supplier " Supplier € AB,CD ’ environment (20061051477 T- T
' F’* Supplier D =" Supplier D _passageeccesfy  andiorX | TRL 6 — Technology demonstrated in
Supplier D > | i -
T _relgvant e’?"_"_?“'“?“‘ — — Original development of
‘TRL7 - System prototyp: demonstratlon a limited volume of first
in operational environment products/services, in

nent)

the form of a test series

First Test

Source: European Commission Products -
Commercialisation of

Commercial products/services (may include

End Products commercial development

activities, e.g., quantity production,
customization, integration, etc.)

O PPI (public procurement of innovative solutions)

)




What is in it for demand and supply side?

\Get the ‘Best Product’...

European Commission

Suppliers

- Access to new/small players
- Shorter Time to market

- Faster company growth

- Economies of scale

- Wider market / cross-border

- Implement political priorities

- New lead markets - Modernize public services

- Increase export

- Global - Attract foreign investment
competitiveness - Create growth and jobs

- Shape product development to public needs

- Increase technology knowledge

- Reduce risk in commercial tendering

- Reduce supplier lock-in and open up market to

smaller players

-First customers

‘ -Shared risks & benefits

. ] nl- Cheaper / better produb
Win-win 4 all ! - Lower risk of modernization

/

- Economies of scale

- Usage / Licensing rights

- ‘First time right’ product

- ‘EU interoperable’

- Attractive to venture capitalists
- Reduce unforeseen expenditure

... at the ‘Lowest Price’/

Procurers

& preventpcp

.\ Policy makers N\

- Improve innovation ecosystems
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2. Link between Venture Funding and the success of
the companies that participated in FP7 Funded
Pre-Commercial Procurement

Update on results from completed and ongoing FP7 and Horizon 2020 funded Pre-Commercial Procurements (PCPs)

Lieve Bos DG CONNECT F3 unit (“Digital Innovation and Blockchain”)

— |

SEVENTH FRAMEWORK
PROGRAMME




Impacts of EU funded PCPs

61,5% of the totalvalue of all PCPs goes to SMEs
(29% average in traditional public procurement)

19% of contractswon by consortia of
larger companies plus SMEs

73,5% of the contractswon by SMEs
(SMEs alone, or as lead bidder)

Cross

Border

preventpcp

33,1% of contractsare won by bidders
that are not from a country of any of the
procurersin the buyers group

(1,7% average in traditional public
procurement)

99,5% of contractorsdo 100% of
R&D activitiesin Europe
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Longer term impacts of completed PCPs
Impacts for companies

Commercialisation of solutions

— 86% of Ph3 contractors, 75% of Ph2 contractors and 30% of Ph1 contractors have already
commercialised (part of) their solutions

— 11% of contractors (across all phases) expect to commercialise within 2 years

— 17% of contractors do not plan commercialisation of solution

Business growth
— 50% of contractors already increased their revenues thanks to the PCP solution
— 24,2% of start-ups have secured equity investment since the PCP

— 18% of start-ups concluded partnerships with large corporates

Exit strategy (62,8% of companies in the PCPs are Start-Ups)

— 12,1% of start-ups have undergone a merger or acquisition
— 3% of start-ups have done an IPO since end of the PCP (1 on NASDAQ)




Share of companies from FP7 funded PCPs @ PreventPCP

with VC backing

* How many VC backed companies?

30% of all SMEs that participated in FP7 funded PCPs are today VC backed

e Attracting first round of venture financing

47,5% already their first VC backing before starting the PCP

19% received first VC backing during phase 1 of the PCP

9,5% received first VC backing during phase 2 of the PCP

5% received first VC backing during phase 3 of the PCP

19% received first VC backing after the PCP (this number is still expected to grow in the future)

e Attracting further rounds of venture financing

10% of VC backed SMEs received additional VC backing in phase 1 of the PCP

35,7% of VC backed SMEs received additional VC backing in phase 2 of the PCP
18,8% of VC backed SMEs received additional VC backing in phase 3 of the PCP
SO FAR 17,6% of VC backed SMEs received additional VC backing after the PCP

(this number is still expected to grow in the future)

Participation in the PCP helps several companies attract VC financing
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Success rate of VC backed companies in PCPs

Success rate in winning PCP contracts

« Compared to all contractors (also large corporates)
— 12,1% of all phase 1 contractors were VC backed when starting the PCP
— 16,3% of phase 2 contractors were VC based when starting phase 2
— 27,6% of phase 3 contractors were VC backed when they started phase 3

 Compared only to SME contractors

— 15,6% of all phase 1 SME contractors were VC backed before the PCP
— 22,55% of SME contractors were VC backed when they started phase 2
— 42,1% of SME contractors were VC backed when they started phase 3

* Success rate in completing the PCP

— 20% of contractors that were already VC backed at the start of the PCP was awarded both a phase 1,
phase 2 and a phase 3 PCP contract

Having VC backing is not a guarantee to win PCP contracts or to successfully complete a PCP.
Keeping a dual focus on developing a product that meets the customer requirements

alongside growing the company is important.




Success rate of VC backed companies in @ preventpcp

commercialising their PCP solutions

* Success rate in growing the business

— 38,1% of VC backed companies did not commercialise their PCP solution (yet)

— 52,4% of VC backed companies have already commercialised their PCP solution and are already making
revenue from it (slightly more than the average across all companies that participated in the FP7
funded PCPs)

— 9,5% of VC backed companies have already commercialised their PCP solution but not made revenue
from it yet (still completing, certifying, marketing solutions)

* Link with IPR protecting solutions

— Across all contractors (including large companies): 33,33% of all IPRs are held by venture funded
companies versus 66,66% by non-venture funded companies

— Across the SME contractors only: 41% of all IPRs are held by venture funded SMEs versus 59% of all
IPRs by non-venture funded SMEs

First indicators suggest a higher growth rate of the VC backed companies compared to
the non-VC backed companies that participated in the PCP.

There is no direct link observed (yet) between IPR protection and VC backing.
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3. PREVENT PCP contribution
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Operation

The main goal of the PREVENT PCP (GA 1 01020374) project is to improve safety and

security in both public transportation and public areas.

Approach: Procure innovative technologies via Pre-Commercial Procurement (PCP).

Objectives:
— Detect potentially dangerous unattended items automatically.
— ldentify and track perpetrators.

— Implement an advanced crisis management system.

Collaboration: Involved 23 partners, including 11 public buyers from 6 EU countries.

Current Stage:
— Four (4) contractors selected for Phase 2.

— Aim: Develop their first working prototype.
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Open Market Consultation study

* VC Involvement Inquiry:

— Explored Venture Capital (VC) involvement from the supply side.
— During the OMC specifically asked participants about VC support.
— 30% of companies were SMEs, and 10% were Start-ups/spin-offs.

* Interest in External Support:

— 35% of responders expressed interest in external support.

— Support for developing and commercializing their PCP solution.
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Backers

PREVENT PCP has been launched to develop novel technologies with the
purpose of pre-empting attacks on public transport.

Aim to combat fragmentation in the European security market.

Most importantly, PREVENT PCP acts as a pilot to understand the benefits
and the challenges of engaging VC funds in Innovation Procurement.
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Roles of Key Actors

PREVENT PCP aims to ensure the engagement of VCs in the PCP in order to

increase the chances of commercialization of the developed solutions.

* Informal Working Group (IWG) 'Fostering Venture Capital involvement in
Pre-Commercial Procurement':

— Consortium engages external experts to form IWG.
— Members include academics, representatives from CA & VC, members from the EC services.

* IWG's Primary Objective:
— Facilitate interactions between VC organizations and PCP contractors.

e Overall Aim:

— Commercialize the final solution in public and private sectors.

— Increase chances of a profitable return on investment.

— Act as a pilot and produce a set of lessons learned and policy recommendations

7

-
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Interactions in progress

e Contracting Authorities: Workshop organised

— Discuss the introduction of the VC in a PCP and identify potential blocking points
as well as opportunities

e Contractors: One to one calls & questionnaire on company level

— Explore in detail the structure of the company, the needs and the
commercialisation plans

— Discuss interest in receiving further funding, the desired conditions and the
familiarity with the process

— All Phase 2 contractors are taken into account in this study.
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4. Gaps in the Innovation Pathway
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The barriers in the @ P pep

commercialisation process of innovative solutions

The development of new technology through PCP or through any other mechanism such as R&D&I that a firm

autonomously undertakes has the goal of moving an initial idea [a ‘basic principle’ forward to become, eventually,
an operational product or service] to ‘TRL 8, [at TRL 9, a technology is considered commercial and on the market].

Phases in PCP Regulation:

* Phases are used in PCP.
— First two phases involve competitive R&D.

— Followed by Phase 3 which involves the deployment and testing of the solutions developed during the earlier phases.

EU Public Funding:
e Publicfunding in the EU for TRL pathway development through PCP stops at TRLS.

* This occurs at the end of Phase 3.
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Gaps and risks

* Vendor Risks:
— Risk 1: No guarantee that their product will be purchased after the PCP.
— Risk 2: May struggle to secure capital for commercialization, even with a successful product.

 'Valley of Death' (VOD):

— This gap between development and commercialization is colloquially known as the 'Valley of
Death' or 'VOD.'

* Additional risks (IPR Loss and Lack of Visibility):
— Small firms often lose Intellectual Property Rights (IPR).
— Lack of visibility has two aspects:

* Innovation struggles to secure investment due to a lack of capital.

* Potential purchasers may not be aware of the innovation, impacting sales.
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US and EU R&D Procurement:
— Both the US and EU have R&D procurement systems.

— A common risk: Firms successful in early tech development may lack capital for product/service development.

US Approach:
— Success at Phase Il allows firms to proceed to Phase Ill without competition.
— They can continue to access funds from the procuring authority.

— VC fund allowed at any phase.

EU Approach:
— VC fund allowed at any phase.

— Competition is required except the Innovation Partnership Procedure.

EU's Response:

— Urgent consideration on addressing the gap in further technology development by involving venture capital. The
EU European Investment Fund plays a pivotal role providing data access.
‘ 22 '
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5. Contribution of VC Investment in
Innovation Procurement
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Evidence we have already from EC and elsewhere
of benefit of VC

 VC-Backed Firm and Milestones:

— VC-backed firms receive financing to reach specific milestones (e.g., prototype development or
major customer acquisition).

— Parties can renegotiate at each milestone with new information.

e Pre-Commercial Procurement (PCP) Approach:
— PCP follows a staged or phased approach.

— Divided into three consecutive phases.
— Access to each phase depends on achieving contract-defined milestones.

 VC Fund and Innovation Procurement:

— VC funds can use the phases of Innovation Procurement to adjust their investments in a
company.

=)
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e EC Survey Findings:

— Indicates higher growth rate for VC-backed companies in PCP compared to
non-VC backed companies.

* Impact on VC Financing:

— Participation in PCP helps many companies attract VC financing, sometimes in
multiple rounds.

* Higher Commercialization Rate:

— Evidence suggests potentially higher commercialization rates for VC-funded
companies

)
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6. Benefits and Costs of VC Involvement




ece @ preventpcp
Benefits

* Internal Benefits:
— Improved solutions:
* Enhance service quality.
* Reduce operating costs.
* Possibly a combination of both.

e Control in Innovation Process:
— PCP offers contracting authorities enhanced control of the innovation process.
— Provides the ability to halt an R&D process if it doesn't promise a return.

e Cost Reduction Through Joint Procurement:
— PCPs can facilitate joint procurement processes.
— This reduces the costs of larger-scale activities.

QO
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* Transaction Benefits:
— Firms participating in PCP gain various benefits, including:

* Increased sales.
* Business expansion opportunities by accessing new customer bases.
* Employment creation.
e Formation of new firms.
* Generation of intellectual property.
» Skill acquisition through innovative activities.

* Networking and Innovation Ecology:
— Participation in R&D enhances firms' networking and integration into innovative ecosystems.

— Firms may also publish results in trade and professional journals.

e Control and Expertise:
— Investing capital can provide control over the invested company.
— VCfirms gain expertise in innovation procurement, opening further profit opportunities.

— VCfirms investing in PCP gain access to innovating firms, providing investment opportunities and awareness of
new markets.

G




Costs
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Venture Capital Engagement in Innovation Procurement:

Introduces a new actor with different incentives.
May lead to a loss of company control (dilution of equity).
Can create pressure for rapid growth, potentially misaligned with the firm's strategic and operational capacity.

These challenges necessitate a delicate balance between securing funding and maintaining a firm's strategic and
operational alignment.

Risks for the CA:
— Business Risk: VC control can challenge specific technology goals.

— Policy Risk: Broader projects with VC involvementrisk policy priorities like European autonomy.

Alignment Challenges:

— The aims of venture capital companies may not align with the aims of precommercial procurement.

— Procurement may fail if these aims diverge.

Risks for Venture Capital:

— Inherent uncertainty in competitive R&D processes and commercial competition/tendering. ‘j
‘ 55
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7. Schemes in Place
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USA Scheme

* Venture Capital and SBIR Competitions in the United States:

— Many technology vendors participating in SBIR competitions have some form
of venture capital funding.

* Phase Il Awards and VC Funding:

— SBIR Program doesn't directly award Phase Il contracts.

— Successful firms in Phase lll may receive follow-on contracts for use by the US
government and venture capital funding.

* VC Ownership in SBIR:
— Initially, SBIR was reluctant to award firms majority-owned by venture capital.
— Some departments now permit technology vendors majority-owned by VC to
apply.

Q
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USA Scheme

e US Rules for SBIR Competitions:

— Allow more than one venture capital firm to be owners of a technology
vendor.

* Involvement of VC in Technology Vendors:

— Limited evidence on VC involvement in different phases, studies done in
agencies or departmental procurements may vary in their
conclusions about VCinvestment and effects.
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Polish Scheme

* Green Deal Accelerator Program in Poland:
» Implemented by NCBR and the Polish Development Fund on a national level.

»  Aims to assist in the commercialization of "green deal" technologies developed by innovative
companies.

» Itis a national policy scheme.
e Support for PCP Contractors:

»  Companies that have participated as PCP contractors and reached a mature TRL for their
solutions receive assistance for commercialization plans and actions.

* Program Structure:

> Initial phase: Interviews with entrepreneurs to identify obstacles and gaps for
commercialization.

»  Support phase: Organized into 3 thematic modules.
* Business tools.
* VC funding.
* Foreign expansion.
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Support phase in Polish Scheme

Module 1 - Business Tools:

— Includes workshops covering important aspects for entrepreneurs.
— Covers various models to introduce solutions to the market.
— Topics include Public Private Partnerships, Horizon Europe funding program, loans, corporation funding, VC funding, etc.

Module 2 - VC Financing:
— Focuses on enhancing participants' knowledge of VC financing.

— Provides knowledge and practical guidelines related to negotiations.

Module 3 - Business Expansion:
— Dedicated to contractors interested in expanding their business to other markets.

Matchmaking Component:
— Program includes matchmaking between industry and VC funds.

— Organizes pitch days and reverse pitching days:
. Companies pitch to VC funds.

*  VCfunds present themselves to companies.
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Additional actions

In addition to said Green Deal Accelerator program, in order to support the
commercialization process, NCBR implemented an open call formula allowing
investors, VCs, business angels and other interested parties to connect with
PCP contractors and get to know their innovative technologies

In this formula, NCBR acts as a contact-point (connecting interested parties
with PCP contractors), promoter and an advisor in scope of innovative
technologies developed in PCPs.




ece preve Ntpcp

8. Observations and Future Work
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The connection between PCP schemes and

venture capital funding is increasingly essential
to innovation procurements.

PCP Initiatives:

— Drive innovation in areas like public transportation.

— ldentify pressing needs and create opportunities for innovative companies.

Benefits of VC Involvement:
— Boosts sales, expansion, employment, and IP generation.

— Aligns with growth goals but poses control and growth challenges.

Dynamic Regulatory Frameworks:
— US shift to allow majority VC-owned tech firms in programs like SBIR.

— In EU the Green Deal Accelerator program in Poland serves as a tangible example of how PCP and VC funding
intersect.

EU Green Deal Accelerator (Poland):

— Merges PCP and VC funding.
— Supports PCP contractors in advancing technologies for commercialization. "\
‘ 63
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Future Work under the PREVENT PCP program

* White paper
— The first publication introducing the topic.

— Outlines the framework of benefits and drawbacks of connecting VC with innovation
procurement.

— Signals further reports on the topic.

* Future Reports:

— Include considerations of lessons learned from the Green Deal Accelerator program in Poland.
— Examine possibilities of such schemes in cross-border contexts.

— Organise e-pitching sessions to pilot our methodology (March —April 2024).

If interested to receive the white paper, please register to PREVENT

PCP newsletter:



https://prevent-pcp.eu/news/
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Thank you for your attention!

., Maria Kampa
ntact@prevent-pcp.eu

Email: m.kampa@corvers.com

www.prevent-pcp.eu

www.twitter.com/PreventH2020

www.linkedin.com/company /prevent-pcp

CORVERS
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Discussions and Q&A




Conclusions

Stephan Corvers
CEO & Founder

Corvers Procurement Services BV



Conclusions

* Procurement mechanisms can work as an enabling factor for the uptake
of EU-funded security research and innovation outcomes.

* End-user involvement is crucial to the successful identification and
assessment of genuine common needs based on use cases.

e
W

 The methodology for the identification of threat scenarios developed in
the context of PREVENT-PCP and applied in SHIELD4ACROWD is an

functionalities to assess the need for R&D efforts.

example of a good practice in the definition of use cases and

* Venture Capital can have an impact for the success of companies
participating in a PCP in commercialising their solutions.




Apply for free assistance

For more information — see: www.eafip.eu

Or apply directly via:
https://ec.europa.eu/eusurvey/runner/EAFIP2023
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Thank you for your attention

Corvers Procurement Services BV For any questions regarding EAFIP-Assistance and/or
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Tel: +31 73-612 6566
info@corvers.com

Analucia Jaramillo
Tel: +31 6-20552773
a.jaramillo@corvers.com

www.corvers.com
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EAFIP WORKSHOP-WEBINAR #6
INNOVATION PROCUREMENT AS A CATALYST
FOR THE UPTAKE OF SECURITY RESEARCH OUTCOMES

14t December 2023

Q&A
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Factors hindering and enabling uptake of EU-funded Security research: how innovation procurement
can work as catalyst for innovation

Speaker: Giannis Skiadaresis, CERIS, DG Home - European Commission

Question Answer

Can the approach of bringing together The EACTA model is innovative. It works well in

1.
demand and supply for constructive the way that it puts the tools in the repository or
engagement as in EACTA be one way for catalogue of Europol and LEAS can make reviews.
deployment? The list of tools can help end-users to take
informed procurement decisions. .
) How does the end-user centric approach Indeed, CERIS has a user centric approach. The

and ecosystem setting work in the security end-users need to be at the epicentre of the

groups of CERIS? proposals. Thus, applicants are required to
include users in the consortium, who can define
their requirements in an early stage. This has
resulted in an increased number of proposals
and applications for topics engaging end-users.
This will lead to better uptake of innovation with
tools that are useful to cover the capability needs
of the end-users.

CERIS organises thematic workshops regularly
focusing on specific topics and the community
provides feedback to identify gaps for discussion
and provide new ideas. CERIS events - European
Commission (europa.eu)

How is the CERIS approach helping towork = One of the aims is to involve end-users and other

together from an EU perspective? stakeholders and foster the exchanges between
them. In this regard, the aim is to support end-
users, researchers, EU industry and other
stakeholders to formylate an EU approach
towards various issues.
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SHIELD4CROWD: Preparing the grounds for a PCP in the security domain

Methodology for the definition and assessment of needs based on threat scenarios and use cases

scoring.

Speaker: André Druet, SNCF, Coordinator of SHIELD4CROWD CSA

Question

1. Is the project approach and
methodology helping  you to
understand better the threats and
security situation in a better way?

2. How can you synchronize the work of
diverse participants to collaborate
successfully from an EU perspective?

Answer

Yes, the project's approach and methodology have
enabled us to gain a better understanding of the
threats and security situation in relation to crowd
management in European cities. Our approach,
focused on studying the feasibility of the future
PCP innovation project to improve security against
crowd management threats, enabled us to gather
valuable information from project members and
the User Observatory Group. In fact, this
participative approach has helped us to build up a
picture of the current crowd management situation
that is as accurate as possible through shared
threats and processes, and the identification of
common weaknesses and strengths on which our
work should be focused.

For a successful collaboration, the responsibility of
different partners and the good organisation of
meetings and workshops are key factors. It is
important to involve and give responsibility to the
different users for their active participation in the
project. Online meetings are planned to monitor the
progress and understand if there are struggles that
need to be solved. In addition, the workshops to
define the common needs are physical and designed
to foster the interaction in real life.
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PREVENT-PCP : Exploring the potential of Venture Capital

White Paper and methodology implemented with PCP contractors.

Speaker: Maria Kampa, Corvers Procurement Services, Partner of PREVENT-PCP

Question

1. Are private Venture Capital organisations
reluctant to participate in the context of
Pre-Commercial Procurement (PCP) in the
security domain?

Answer

It is true, private Venture Capital organisations
are reluctant to connect with PCP as they are not
aware about how this mechanism work. The
inherent uncertainty in competitive R&D
processes constitutes a risk for VC making them
more sceptical to participate. To overcome this
barrier informative interactions will be organized
to give them insights on how they can benefit
from the PCP approach.

The interactive sessions will take place online at
the end of March, beginning of April 2024. More
information will be made available.

Page 4 of 4


https://prevent-pcp.eu/

	Dianummer 1
	Dianummer 2
	Introduction & Agenda�
	Dianummer 4
	Dianummer 5
	Dianummer 6
	Dianummer 7
	SHIELD4CROWD ��Preparing the grounds for a PCP in the security domain
	Agenda 
	�Setting Baseline for a PCP Heightening Innovation Procurements in the European Security Ecosystem and Leveraging Synergies Through Dissemination Activities for Crowd Management.
	1. Project overview �Shield4Crowd stakeholders�
	1. Project overview�Workplan
	1. Project overview�Project planning – Global view
	Dianummer 14
	Agenda 
	2. Method implementation and first results�Synthesis of the “Security Process” workshop
	2. Method implementation and first results�Identified Threats
	2. Method implementation and first results�Common strengths and weaknesses
	2. Method implementation and first results�First common needs identification
	2. Method implementation and first results�10 common security use cases – scenarios example (in progress)
	2. Method implementation and first results�10 common security use cases – scenarios example (in progress)
	Agenda 
	Dianummer 23
	Dianummer 24
	Dianummer 25
	Dianummer 26
	Dianummer 27
	Agenda
	�1.	Introduction to �	Innovation Procurement 	and VC�
	VC definition
	Dianummer 31
	Dianummer 32
	Dianummer 33
	Impacts of EU funded PCPs
	Dianummer 35
	Dianummer 36
	Dianummer 37
	Dianummer 38
	3. PREVENT PCP contribution�
	Operation
	Open Market Consultation study
	Backers
	Roles of Key Actors
	Interactions in progress
	4. Gaps in the Innovation Pathway
	The barriers in the �commercialisation process of innovative solutions  
	Gaps and risks
	The VC Gap
	5.	Contribution of VC Investment in 	Innovation Procurement�
	Evidence we have already from EC and elsewhere of benefit of VC 
	Dianummer 51
	6. Benefits and Costs of VC Involvement�
	Benefits
	Benefits
	Costs
	7. Schemes in Place�
	USA Scheme
	USA Scheme
	Polish Scheme
	Support phase in Polish Scheme
	Additional actions
	8. Observations and Future Work
	Observations
	Future Work under the PREVENT PCP program
	Dianummer 65
	Dianummer 66
	Dianummer 67
	Conclusions
	Dianummer 69
	Dianummer 70
	Keynote. Presentation_EAFIP event Giannis SKIADARESIS _20231214.pdf
	Slide 1: “Factors influencing the uptake of EU-funded security  research and innovation outcomes”  
	Slide 2: EU-funded Security Research: Then and now
	Slide 3: EU-funded Security Research: Then and now
	Slide 4: Addressing civil security innovation in the EU
	Slide 5: HE CLUSTER 3: Civil Security for Society 
	Slide 6: A more impactful Security R&I investment
	Slide 7: Decision-making guidance
	Slide 8: Hindering & Enabling factors*
	Slide 9: Meeting Capability Requirements
	Slide 10: Innovation Procurement
	Slide 11: Innovation Procurement (PCP/PPI)
	Slide 12: Impacts achieved EU funded PCPs
	Slide 13: Accelerating uptake through open proposals for advanced SME innovation
	Slide 14: EACTDA Model 
	Slide 15: Capability-Based Uptake for civil security R&I
	Slide 16: Thank you




